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Enterprise and Government Issues 
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Approach – Call Authentication Service (CAS) 
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Customer Focuses 

 Enterprise, government, and NG9-1-1 

 Call authentication: 

 Financial contact centers 

 Spoofing detection: 

 Financial contact centers, NG9-1-1, administrative 

 Social engineering: 

 Targeted calls part of a larger breach 
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NG9-1-1 
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Mark Collier 

SecureLogix 
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(210) 863-9001 
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