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SecureLogix Introduction 

• SecureLogix is a small business, located in San Antonio, Texas 

• Deliver voice security solutions to enterprises and government 

• Focused on issues such as TDoS, robocalls, spoofing, and auth 

• Working with DHS  S&T CSD: 

• Call authentication and spoofing detection 

• Address call-based attacks in NG 9-1-1 
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